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B EHE ETHICS
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To meet social responsibilities and to achieve success in the marketplace, Suppliers and their

agents are to uphold the highest standards of ethics including:

1) FHELE Business Integrity
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The highest standards of integrity are to be upheld in all business interactions. Suppliers shall
have a zero-tolerance policy to prohibit any and all forms of bribery, corruption, extortion and
embezzlement.

2) #ERIEEUWZS No Improper Advantage
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Bribes or other means of obtaining undue or improper advantage are not to be promised,
offered, authorized, given, or accepted. This prohibition covers promising, offering, authorizing,
giving or accepting anything of value, either directly or indirectly through a third party, in order
to obtain or retain business, direct business to any person, or otherwise gain an improper
advantage. Monitoring, record keeping, and enforcement procedures shall be implemented to
ensure compliance with anti-corruption laws.

3) E&:=R/ABH Disclosure of Information
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All business dealings should be transparently performed and accurately reflected on the
Participant’s business books and records. Information regarding participant’s labor, health and
safety, environmental practices, business activities, structure, financial situation, and

performance is to be disclosed in accordance with applicable regulations and prevailing industry
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practices. Falsification of records or misrepresentation of conditions or practices in the supply
chain are unacceptable.

4) HIFRFERE Intellectual Property
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Intellectual property rights are to be respected, transfer of technology and know-how is to be

done in a manner that protects intellectual property rights, and customer and supplier
information is to be safeguarded.

5) NERE ~ EBERIEEFE Fair Business, Advertising and Competition
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Standards of fair business, advertising, and competition are to be upheld

6) B{RERFGIE#ERIE Protection of Identity and Non-Retaliation
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Programs that ensure the confidentiality, anonymity, and protection of supplier and employee
whistleblowers are to be maintained, unless prohibited by law. Suppliers should have a
communicated process for their personnel to be able to raise any concerns without fear of

retaliation.

7) BEEHEREEREY) Responsible Sourcing of Minerals
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Suppliers shall adopt a policy and exercise due diligence on the source and chain of custody of
the tantalum, tin, tungsten, and gold in the products they manufacture to reasonably assure
that they are sourced in a way consistent with the Organization for Economic Co-operation and
Development (OECD) Guidance for Responsible Supply Chains of Minerals from Conflict-Affected

and High-Risk Areas or an equivalent and recognized due diligence framework.
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8) R&FA Privacy
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Suppliers are to commit to protecting the reasonable privacy expectations of personal
information of everyone they do business with, including suppliers, customers, consumers, and
employees. Suppliers are to comply with privacy and information security laws and regulatory
requirements when personal information is collected, stored, processed, transmitted, and
shared.

9) EFREZEFE Confidentiality Obligations
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Suppliers acknowledge that any and all unpublished information (including information of EPISIL
or EPISIL’ customers), whether in any form or through any medium, tangible or intangible,
explicitly classified as confidential, restricted, or others with similar meaning related to EPISIL’
operations, production, sales, research and development, finance and management that is
accessed, possessed or acquired by, or known to suppliers in the process of business discussion,
conclusion of contract or performance, shall be treated by suppliers as confidential information.
Suppliers commit to strictly observe the confidentiality obligations, and shall never publish,

reveal, leak or distribute confidential information to any 3rd party.



